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Rozdzial I. Postanowienia ogolne

§1
1. Niniejszy regulamin okresla warunki korzystania z kart ptatniczych wydanych przez Bank
w ramach portfeli cyfrowych.
2. Aktualna lista dostawcow portfeli cyfrowych oraz portfeli cyfrowych, z ktorych
uzytkownicy kart platniczych Banku moga korzystaé, znajduje si¢ na stronie:
https://www.sgb.pl/mobilne/.

§2

Przez uzyte w niniejszym regulaminie definicje nalezy rozumiec:

1) aplikacja — aplikacja zainstalowana na urzadzeniu mobilnym lub funkcja w ustawieniach
systemu urzadzenia mobilnego, oferowana przez dostawce, umozliwiajagca dokonywanie
ptatnos$ci za pomoca portfela cyfrowego,

2) aplikacja oferowana przez bank — aplikacja mobilna SGB Mobile lub inna aplikacja mobilna
przeznaczona do korzystania z bankowosci mobilnej i umozliwiajagca dodanie karty do
portfela cyfrowego,

3) Bank — oznacza SGB - Bank S.A. z siedzibg Poznaniu lub bank spotdzielczy, dla ktorego
SGB - Bank S.A. swiadczy ustuge wydawania i obstugi kart ptatniczych,

4) dostawca — podmiot oferujacy aplikacj¢ umozliwiajaca korzystanie z portfela cyfrowego,
0 ktorym mowa w §1 ust. 2,

5) Face ID — funkcja rozpoznawania twarzy uzytkownika ustugi dostepna w wybranych
urzadzeniach mobilnych,

6) karta ptatnicza/karta — debetowa lub kredytowa, wydana przez Bank na mocy licencji
organizacji platniczej, ktorej logo jest umieszczone na karcie, w formie plastikowej lub jako
karta wirtualna, jako karta gtéwna lub dodatkowa, stanowigca instrument ptatniczy,

7) karta wirtualna’- instrument platniczy prezentowany w kanatach samoobstugowych, po
dodaniu do portfeli cyfrowych zgodnie z regulaminem, umozliwiajagcy dokonywanie
transakcji,

8) kod CVV2/CVC2 - trzycyfrowy kod umieszczony na rewersie karty, uzywany do
potwierdzania autentycznos$ci karty podczas dokonywania transakeji platniczych,

9) organizacja platnicza — organizacja kartowa oraz podmiot, w tym organ lub organizacja,
okreslajgca zasady funkcjonowania schematu platniczego oraz odpowiedzialna za
podejmowanie decyzji dotyczacych funkcjonowania schematu ptlatniczego, ktorej
cztonkami s3 instytucje finansowe tworzace system rozliczen transakcji kartowych -
odpowiednio Visa International lub Mastercard International,

10) portfel cyfrowy - narzedzie w postaci aplikacji, oprogramowania lub ustugi online, ktore
umozliwia uzytkownikom przechowywanie i zarzadzanie swoimi danymi finansowymi oraz
dokonywanie transakcji w sposob elektroniczny,

11) regulamin — niniejszy regulamin korzystania z kart ptatniczych SGB w ramach portfeli
cyfrowych,

12) system operacyjny — oprogramowanie, ktore umozliwia uzytkownikowi ushugi obstuge
danego urzadzenia mobilnego,

13) technologia NFC — (skrot od angielskiego Near Field Communication) oznacza technologie
umozliwiajacg bezstykowa 1 bezprzewodowa transmisj¢ danych na bliskg odlegtos¢ przy

! Dostepna po wdrozeniu przez Bank



uzyciu urzadzenia mobilnego posiadajacego anteng NFC, komunikujacg si¢ z terminalem
POS lub bankomatem i umozliwiajacg dokonywanie transakcji zblizeniowe;j,

14) tokenizacja — w pelni automatyczny proces, polegajacy na zastgpieniu numeru karty
ptatniczej innym losowym ciggiem cyfr — unikalnym i bezpiecznym tokenem ptatniczym
(token), dzigki ktoremu dane wrazliwe karty pozostaja niedostepne dla oséb postronnych;
nastepuje przez dodanie karty do portfela cyfrowego,

15) Touch ID — funkcja rozpoznawania odciskow palcow uzytkownika ustugi w wybranych
urzadzeniach mobilnych,

16) transakcja zblizeniowa — transakcja ptatnicza dokonana przy uzyciu karty, poprzez zblizenie
karty lub urzadzenia mobilnego do czytnika zblizeniowego,

17) urzadzenie mobilne — smartfon, tablet, smartwatch lub inne urzadzenie z Systemem
operacyjnym iOS lub Android, obslugujace transmisje danych i posiadajace dostep do
Internetu, obstugujace ptatnosci,

18) ustuga portfela cyfrowego — ustuga swiadczona przez dostawce, umozliwiajaca czynnosci,
o ktorych mowa w § 3 ust. 1, w tym korzystanie z kart ptatniczych w ramach portfela
cyfrowego,

19) uzytkownik ustugi/uzytkownik ustugi portfela cyfrowego — uzytkownik portfela cyfrowego,
ktéry zawart z Bankiem umowe o $wiadczenie ustug, o ktérych mowa w regulaminie,

20) zastrzezenie karty — czynno$¢ polegajaca na nicodwotalnym uniemozliwieniu dokonywania
operacji przy uzyciu karty.

Rozdzial I1. Zakres ushugi
§3
1. Ustuga portfela cyfrowego pozwala na dodanie karty ptatniczej do aplikacji, zarzadzanie
portfelem cyfrowym przez uzytkownika ustugi oraz na wykonywanie ptatnosci w punktach
i transakcji w bankomatach akceptujacych transakcje zblizeniowe kartami ptatniczymi.
2. Do portfela cyfrowego mogg zosta¢ dodane karty ptatnicze wydane przez Bank.

Rozdzial 111. Uzytkownicy ushugi portfela cyfrowego
§4

1. Bank umozliwia dokonywanie ptatnosci kartami ptatniczymi za pomocg portfela cyfrowego
na zasadach okreslonych w niniejszym regulaminie.

2. Uzytkownikiem ushugi portfela cyfrowego moze by¢ posiadacz karty/uzytkownik karty,
ktory zawart umowe z dostawcg o $wiadczenie ustugi portfela cyfrowego.

3. Zawarcie umowy z dostawca o S$wiadczenie ustugi portfela cyfrowego odbywa sie
W momencie instalacji aplikacji na urzadzeniu mobilnym poprzez akceptacj¢ warunkow
umowy.

4. Osoba matoletnia, ktora ukonczyta 13 lat, moze zosta¢ uzytkownikiem ustugi portfela
cyfrowego, a w szczegdlnosci doda¢ do portfela cyfrowego kartg, na podstawie zgody
wyrazone] przez przedstawiciela ustawowego; przedstawiciel ustawowy moze w kazdym
czasie cofng¢ swoja zgode, co powoduje utrate prawa do korzystania z ustugi portfela
cyfrowego przez osob¢ maloletniag w zakresie, ktorego cofnigcie zgody dotyczy. Bank moze
w szczegolnosci zablokowaé w takiej sytuacji osobie maltoletniej mozliwo$¢ dokonywania
ptatnosci przy pomocy tokena za pomoca portfela cyfrowego. Dostawca moze wprowadzac
dodatkowe ograniczenia dotyczace korzystania z ustugi portfela cyfrowego przez
matoletnich.

5. Uzytkownik ustugi portfela cyfrowego jest zobowigzany do zapewnienia kompletnosci i
rzetelnosci informacji przechowywanych w portfelu cyfrowym, podawania danych
zgodnych ze stanem faktycznym oraz przestrzegania zasad wskazanych w niniejszym
regulaminie.
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. Uzytkownikiem ustugi portfela cyfrowego moze by¢ osoba, ktora:

1) posiada urzadzenie mobilne z oryginalnym oprogramowaniem, z technologiag NFC,
zainstalowanym wymaganym systemem operacyjnym wskazanym przez dostawce oraz
spetniajgce minimalne wymogi techniczne do korzystania z ustugi portfela cyfrowego,

2) posiada profil wymagany przez dostawce W jego serwisie, o ile dostawca tego wymaga,

3) pobrata i zainstalowata na urzgdzeniu mobilnym aplikacje umozliwiajacg korzystanie
z portfela cyfrowego,

4) okreslita sposob logowania do portfela cyfrowego za pomocg hasta albo cech
biometrycznych, w zaleznosci od funkcjonalnosci urzadzenia mobilnego i wymagan
dostawcy,

5) zaakceptowata warunki korzystania z ustugi okre§lone przez dostawce,

6) zapoznala si¢ z warunkami korzystania z ustugi okreslonymi przez dostawcg.

Rozdzial 1V. Zasady rejestracji kart
§5

. Uzytkownik ustugi moze zarejestrowac karte w portfelu cyfrowym bezposrednio w aplikacji

oferowanej przez dostawce lub aplikacji oferowanej przez Bank. Szczegdtowe informacje
na temat funkcjonalnosci oferowanych w aplikacji oferowanej przez Bank zamieszczone sa
na stronie Banku.

. Zarejestrowanie karty w portfelu cyfrowym w aplikacji oferowanej przez dostawce wymaga

od uzytkownika ustugi:

1) podania imienia i nazwiska, adresu, numeru telefonu oraz szczegétowych danych karty:
numeru i daty waznosci karty oraz kodu CVV2/CVC2,

2) ustawienia blokady ekranu urzgdzenia mobilnego za pomoca wybranej metody dostgpne;j
na urzadzeniu mobilnym,

3) podania unikalnego jednorazowego kodu weryfikacyjnego (ciggu znakow), ktory stuzy
do uwierzytelnienia posiadacza karty/uzytkownika karty, otrzymanego na numer telefonu
powigzany z danymi klienta w Banku, wzglednie dokonania rejestracji telefonicznej karty
pod numerem telefonu wskazanym na stronie: www.sgb.pl,

4) akceptacji niniejszego regulaminu.

. Zarejestrowanie karty w portfelu cyfrowym w aplikacji oferowanej przez Bank wymaga od

uzytkownika ushugi:

1) zalogowania do aplikacji mobilnej,

2) wyboru karty, ktora ma zosta¢ dodana do portfela cyfrowego,
3) akceptacji niniejszego regulaminu.

. Dostawca moze wymaga¢ dodatkowych czynnosci, poza opisanymi w ustepach 2 1 3.
. Uzytkownik ustugi ma mozliwo$¢ zarejestrowania w portfelu cyfrowym wigcej niz jednej

karty.

. W przypadku rejestracji pierwszej karty w portfelu cyfrowym zostanie ona ustawiona

automatycznie jako karta domys$lna do dokonywania ptatno$ci; podczas rejestracji kolejnych
kart w portfelu cyfrowym, uzytkownik ustugi otrzyma komunikat informujacy o mozliwosci
ustawienia nowej karty jako domysinej.

. Uzytkownik ustugi moze dowolnie ustawiac¢ i zmienia¢ kKarte domysing do dokonywania

ptatnosci w portfelu cyfrowym. Uzytkownik ushugi moze w dowolnym momencie usuna¢
karte z portfela cyfrowego, co w konsekwencji uniemozliwia dokonywanie transakcji przy
uzyciu tej karty za pomocg portfela, z ktorego zostata ona usunieta. Usunigcie portfela
cyfrowego z urzadzenia mobilnego powoduje brak mozliwosci dokonywania platnosci za
pomoca tego portfela z uzyciem urzadzenia, z ktdérego zostat on usuniety.

. W przypadku, gdy uzytkownik ustugi zamierza korzysta¢ z cyfrowego portfela na wigcej niz

jednym urzadzeniu, nalezy doda¢ karte na kazdym urzadzeniu.
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W przypadku wznowienia karty lub wydania nowej karty w miejsce zastrzezonej, dane karty
w portfelu cyfrowym zostang automatycznie zaktualizowane.

Uzytkownik ustugi samodzielnie zarzadza cyfrowym portfelem, tj. moze dodawac i usuwaé
karty, zmienia¢ karty ustawione domyslnie na inne, zmienia¢ ustawienia, aktualizowa¢ dane
zapisane w cyfrowym portfelu, zawiesi¢ ustuge zmieniajac status karty.

Rozdzial V. Dokonywanie transakcji
§6

Uzytkownik ustugi moze realizowa¢ transakcje za posrednictwem portfela cyfrowego do
wysokosci limitow ustalonych dla poszczegélnej karty — informacja o wysokos$ci
przyznawanych limitéw jest dostepna w regulaminach, o ktorych mowa w §1.

Transakcje w ramach cyfrowego portfela s3 wykonywane przy uzyciu tokena (nie sg

wykorzystywane rzeczywiste dane Kkarty).

W celu zrealizowania transakcji przed jej wykonaniem nalezy - w przypadku:

1) telefonéw i tabletow: wybudzi¢ urzadzenie mobilne (spowodowac by ekran pod$wietlit
si¢), wlaczy¢ anteng NFC (0 ile wymaga tego technologia, ustawienia aplikacji lub
ustawienia urzadzenia mobilnego), odblokowa¢ urzadzenie mobilne za pomoca
weryfikacji biometrycznej lub hasta, lub dwukrotnego kliknigcia przycisku bocznego (0
ile wymaga tego technologia, ustawienia aplikacji lub ustawienia urzadzenia mobilnego),

2) opasek i zegarkow: wpisa¢ hasto do portfela cyfrowego na urzadzeniu mobilnym.
Dokonywanie transakcji jest mozliwe przez 24 godziny od momentu wprowadzenia
hasta i jego ponowne wprowadzanie nie jest wymagane pod warunkiem, ze
zegarek/opaska nie zostanie $ciagniety/ta z nadgarstka lub nie zostanie wytaczona funkcja
monitorowania tetna.

Uzytkownik ustugi, z zastrzezeniem ustgpoOw 5-7, autoryzuje transakcj¢ w ramach

cyfrowego portfela poprzez zblizenie urzadzenia mobilnego, na ktorym zarejestrowat karte,

do czytnika zblizeniowego, po wyswietleniu kwoty transakc;ji.

Autoryzacja transakcji POS oraz transakcji cash back nastepuje poprzez (w zaleznosci od

portfela cyfrowego): zblizenie urzadzenia mobilnego, na ktorym dodana jest karta (w

ramach cyfrowego portfela) do czytnika zblizeniowego po wyswietleniu kwoty oraz

weryfikacje biometryczng albo podanie kodu dostepu/hasta albo dwukrotne kliknigcie
przycisku bocznego i weryfikacje Face ID Iub Touch ID lub podanie kodu dostepu/hasta;
dla transakcji cash back moze by¢ wymagane dodatkowo wprowadzenie PIN do karty.

Autoryzacja transakcji gotowkowych nastepuje poprzez zblizenie urzadzenia, na ktérym

dodana jest karta (w ramach cyfrowego portfela) do czytnika zblizeniowego oraz

weryfikacje biometryczng albo podanie kodu dostgpu/hasta albo dwukrotne kliknigcie
przycisku bocznego i weryfikacj¢ Face ID lub Touch ID lub podanie kodu dostepu/hasta
oraz wprowadzenie PIN do Kkarty.

Autoryzacja transakcji w Internecie oraz transakcji w aplikacji mobilnej nastgpuje poprzez

wybor odpowiedniej formy platnosci (portfela cyfrowego dostgpnego w danym sklepie

internetowym/aplikacji mobilnej), potwierdzenie szczegdétow transakcji oraz weryfikacje
biometryczng albo podanie kodu dostepu/hasta albo dwukrotne klikniecie przycisku
bocznego i weryfikacje Face ID lub Touch ID lub podanie kodu dostepu/hasta.

Weryfikacja uzytkownika ustugi 1 przyjecie zlecenia platniczego do realizacji jest

dokonywane przez dostawce aplikacji.

W zalezno$ci od funkcjonalno$ci aplikacji, w aplikacji moze by¢ dostgpna historia

transakcji, ktorej zakres moze by¢ jednak ograniczony. Pelna historia transakcji dokonanych

przy uzyciu karty dostepna jest w bankowosci internetowej lub mobilnej oferowanej przez

Bank.



10. W przypadku dokonywania transakcji w terminalach POS za granicg, moze wystgpi¢
konieczno$¢ dodatkowego potwierdzenia transakcji podpisem.

11. Korzystanie z ustugi portfela cyfrowego moze spowodowacé przekroczenie dostgpnego salda
na rachunku, np. na skutek przewalutowania transakcji za granicg, przez naliczenie
naleznych optat za uzywanie karty lub w wyniku dokonania wielu transakcji w krotkim
czasie, uniemozliwiajgcym biezgcg aktualizacje salda. Uzytkownik ustugi jest zobowigzany
dotozy¢ nalezytej staranno$ci przy korzystaniu z funkcjonalnosci zblizeniowej, w celu
ograniczenia wystapienia tego typu przekroczen.

12. Korzystajac z cyfrowego portfela, uzytkownik ustugi moze otrzymywac¢ powiadomienia
tzw. PUSH dotyczace aktywnosci karty.

13. W przypadku zarejestrowania w portfelu cyfrowym wiecej niz jednej karty, uzytkownik
ustugi, przed wykonaniem transakcji, moze wybra¢ karte, ktorej zamierza uzyc¢.

14. Uzytkownik ushugi moze wykona¢ transakcje z wykorzystaniem karty niezablokowanej,
niezastrzezonej, waznej 1 z wlaczong funkcjg ptatnosci zblizeniowych.

Rozdzial VI. Obowiazki uzytkownika ushugi portfela cyfrowego

§7

1. Uzytkownik ustugi portfela cyfrowego jest zobowigzany do:

1) wlasciwego zabezpieczenia urzadzenia mobilnego, na ktorym zostata zarejestrowana
karta w portfelu cyfrowym przed zagubieniem, kradziezg lub zniszczeniem,

2) niezwlocznego poinformowania Banku o fakcie utraty, kradziezy, przywlaszczenia
danych niezb¢dnych do korzystania z portfela cyfrowego badz nieuprawnionego uzycia
portfela cyfrowego,

3) nieujawniania i nieudostepniania 0sobom trzecim hasta/symbolu do zablokowania
urzadzenia mobilnego oraz hasta do portfela cyfrowego,

4) niezwlocznego poinformowania Banku o fakcie utraty, zniszczenia, kradziezy,
przywlaszczenia, nieuprawnionego dostgpu lub nieuprawnionego uzycia urzadzenia
mobilnego, na ktorym zarejestrowana jest karta w portfelu cyfrowym,

5) biezacego monitorowania rachunku w zakresie transakcji dokonanych za pomocg portfela
cyfrowego i niezwlocznego zglaszania wszelkich niezgodnosci i nieprawidtlowosci do
Banku,

6) biezacego aktualizowania danych osobowych i danych karty przechowywanych
w portfelu cyfrowym,

7) zapewnienia kompletnosci i rzetelnosci informacji przechowywanych w cyfrowym
portfelu,

8) podawania danych zgodnych ze stanem faktycznym,

9) przestrzegania zasad zawartych w niniejszym regulaminie,

10) aktualizowania oprogramowania antywirusowego na urzadzeniu mobilnym.

2. Osobami nieuprawnionymi w rozumieniu niniejszego paragrafu sg osoby fizyczne i prawne
oraz jednostki organizacyjne inne niz uzytkownik ushugi.

3. Wystapienie przypadkow, o ktorych mowa w ust. 1 pkt 2) i 4) moze skutkowac
zastrzezeniem karty przez Bank.

4. W przypadku zgloszenia utraty urzadzenia mobilnego, na ktorym znajduje si¢ portfel
cyfrowy, wymagane jest udzielenie informacji identyfikujacych posiadacza
karty/uzytkownika karty.

5. W przypadku zastrzezenia karty, Bank dokonuje usunigcia powigzanych z karta tokenoéw ze
wszystkich urzadzen mobilnych uzytkownika ustugi.

Rozdzial VII. Oplaty za korzystanie z portfela cyfrowego
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§8
Bank nie pobiera optat za zarejestrowanie kart w portfelu cyfrowym.
Dostawca portfela cyfrowego swiadczy ustuge nieodplatnie.
Akceptanci mogg pobiera¢ optaty z tytulu transakcji dokonanych przy uzyciu portfela
cyfrowego.
Opfaty za transakcje dokonywane kartg zarejestrowang w portfelu cyfrowym pobierane sg
zgodnie z obowigzujaca w Banku taryfa optat i prowizji.

Rozdzial VI1Il. Zmiana niniejszego Regulaminu
§9

Bank moze dokonywac¢ zmian niniejszego regulaminu z waznych przyczyn, za ktore uznaje

sig:

1) wprowadzenie nowych lub zmiang istniejacych powszechnie obowigzujacych przepiséw
prawa dotyczacych ustug $wiadczonych przez Bank na podstawie umowy zawartej
z dostawca 1 na podstawie niniejszego regulaminu,

2) orzeczenia sadoéw, decyzje, rekomendacje, zalecenia i inne rozstrzygnigcia
administracyjne Narodowego Banku Polskiego, Komisji Nadzoru Finansowego lub
innych organow wladzy i administracji publicznej wptywajace na postanowienia
regulaminu,

3) zmiany warunkéw rynkowych zwigzanych z postgpem technicznym, technologicznym
i informatycznym,

4) rozszerzenie lub zmiang funkcjonalnosci istniejacych produktéw i ustug oraz zmiany
systemu informatycznego,

5) koniecznosci sprostowania omytek pisarskich, wprowadzenia zmian porzadkowych lub
doprecyzowania postanowien regulaminu.

. Uzytkownik ustugi zostanie informowany o zmianach regulaminu oraz o dacie

obowigzywania, nie po6zniej niz na dwa miesigce przed proponowang datg wejscia w zycie.
Uzytkownik ustugi, najpézniej na dzien przed proponowang datg wejscia zmian w zZycie
moze zglosi¢ Bankowi sprzeciw wobec proponowanych zmian. Brak zgloszenia sprzeciwu
w tym terminie jest rOwnoznaczny z wyrazeniem zgody na proponowane zmiany.
Zgloszenie sprzeciwu skutkowa¢ bedzie wygasnigciem umowy, co prowadzi¢ bedzie
w szczegblnosci do zablokowania mozliwosci ptatnosci tokenem przy pomocy portfela
cyfrowego.

Uzytkownicy ustugi moga uzyska¢ dost¢ep do niniejszego regulaminu w formie, ktora
umozliwia jego pobranie, utrwalenie, odtworzenie i wydrukowanie na stronie www.sgb.pl.
W przypadku zaprzestania §wiadczenia ustugi przez dostawce, Bank uniemozliwi rejestracje
kart w ustudze portfela cyfrowego i mozliwos¢ dokonywania ptatnosci; wczesniej dokonane
transakcje zostang rozliczone zgodnie z niniejszym regulaminem.



